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ABSTRACT

Modern days, image security is necessary since data volume is growing rapidly. These data can
be images, videos, text, audio, etc., so methods like AES, DES, RSA, etc. have been developed
to secure these images from attackers who could reduce the image quality or manipulate the
images. Data security has also become a key issue with the generation.

The most significant problem confronting the world now is data security. Advanced encryption
standard is applied to protect data during communication, storage, and transfer (AES). AES is a
symmetric encryption algorithm that is intended to take the place of DES in business
applications. It employs a key size of 128, 192, or 256 bits and a block size of 128 bits. To
protect information from unauthorized users, the AES algorithm is used. Both text and image
data are encrypted using the AES technique that is currently available.

Key Words: Steganography, AES, Python.
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